
Hot Button Labor and Ops Issues

… trends that have our attention.



Agenda

1) Dealing with Regulatory Investigations

2) Handling Press Inquiries/Preparing for Crisis 

Communications

3) New NH Privacy Law

4) Private Equity Funding Litigation

5) Whistleblowers



Dealing with Regulatory 

Investigations

Bradley D. Holt, Esquire
(mostly healthcare litigation)



Uh oh: you’re under investigation by a 

regulatory body!

- NH Office of Professional Licensure & Certification (OPLC)

- ME Office of Professional and Occupational Regulation (OPOR)

-Attorney General’s Office



The Legal Landscape (NH)

– OPLC initiated about 5 years ago

Initial proposal:

“The purpose of the Office of Professional Licensure and Certification 

(OPLC) is to promote efficient professional healthcare licensing and 

professional technical licensing in the State of New Hampshire. The 

OPLC oversees the administration of forty-seven occupational 

licensing boards; these Boards, Councils, and Commissions directly 

regulate their professions pursuant to the powers, duties, functions, 

and responsibilities granted to them by individual practice acts. OPLC

provides administrative, clerical, business processing and 

recordkeeping support to these Boards…”



A trend:

Unprecedented discretion to the OPLC

investigatory and prosecuting teams: 

– aggressive investigation and recommendations to Boards

• “Hobson’s Choice”

• To overturn a bad recommendation requires prevailing at a 

public hearing



The boards that matter to 

Senior Living providers

Of the 50+ boards:

• Board of Nursing

• Board of Barbering, Cosmetology, and 

Esthetics

• Board of Medicine 



Legal Landscape (ME)

• OPOR (69 disparate boards!)

• Accountants

• Acupunturists

• Architects

• Electricians

• Land Surveyors

• Plumbers

• MDs and Dos

• Etc.

• How can they have adequate expertise for all those boards?!



The Process: how it starts

• Regulatory inspections (hair salon/barber shop)

• Complaints filed on line

• Civil suits filed in Superior Court



In NH, a new, troubling pre-
litigation tactic

• The State’s resources to do the work

• Investigation stigma – and pressure

• Distraction and risk

• This may be cautionary tale for other states. Have others experienced similar 

issues or trends in your State?



How to respond

• Subpoenas can be very short fuse requests, and intimidating.

• Staff should alert management if contacted

• Counsel should be present for interviews

• Cooperation with the Prosecuting Attorney can be very helpful in resolving

• Heading off a Board action, especially publicly-reported discipline (including a 

Settlement Agreement)



Examples

• A complaint

• An ex parte board action (e.g. emergency suspension of license)

• Request for a response

• Outcomes: “no further action” vs. proposed Settlement Agreement



Model for success?

• BEFORE the regulators get far along in their investigation, get 

involved: cooperate where you can; bring legal counsel to interviews

• Try to shape the trajectory of the investigation to satisfy the Board’s 

concerns (that the regulators are investigating)

• If you must, defend at a hearing: talk to the Board

– OPLC over-reach?  Usual suspects? Rush to judgment?



How Can Sulloway Help?

• Attend/defend interviews

• Quash subpoenas/negotiate schedule

• Representation in Board action

– Negotiation

– Defense at a Hearing



Handling Press Inquiries/Preparing for

“Crisis Communications”

Bradley D. Holt, Esquire
(mostly healthcare litigation)

Kevin O’Shea, Esquire
(Chair, Privacy Data Protection, and Cyber Liability Practice)



Strategic considerations

• Old school: “no comment”

• Trending (in the northeast): plaintiffs’ bar is getting more aggressive about 
using media attention as a tactic.

-The Maine attorney with the PR firm in court

- The NH attorney who calls the reporters (and leaks)

- Reporters are looking for stories: whose side do they tell?

• Should defendants change their usual approach?  How? (And how not?)



Ethical Issues - HIPAA

• HIPAA – if the issue involves a resident’s 

health/healthcare, you will be limited in what you can say

• (If the resident or their family are bringing claims, they will 

not have the same constraints.)



Rules of Professional Conduct

(a) A lawyer who is participating or has participated in the 

investigation or litigation of a matter shall not make an extrajudicial 

statement that the lawyer knows or reasonably should know will be 

disseminated by means of public communication and will have a 

substantial likelihood of materially prejudicing an adjudicative 

proceeding in the matter.

(b) A statement referred to in paragraph (a) will more likely than not 

have such an effect when it refers to a civil matter triable to a jury



“Safe harbor” for statements

A lawyer may state:

(1) the claim, offense or defense involved and, except when prohibited by 

law, the identity of the persons involved;

(2) information contained in a public record;

(3) that an investigation is in progress;

(4) the scheduling or result of any step in litigation;

(5) a request for assistance in obtaining evidence and information;

(6) a warning of danger concerning the behavior of a person involved 
(when there is reason to believe that there exists the likelihood of substantial harm to an individual or to 

the public interest…)



(Maine) RULE 3.6 TRIAL PUBLICITY

A lawyer … representing a party to a civil 

cause shall not make or participate in making 

any extra-judicial statement which poses a 

substantial danger of interference with the 

administration of justice.



Practical issues

• Residential facility crisis management is a 

specialized area that few public relations 

firms have experience handling.

• Setting up help in crisis is probably too late.



Objective

• To create an effective communications 

strategy that can be implemented as part of 

your organization’s emergency 

management plan, so you are prepared to 

move forward if something unpredictable 

occurs.



Plan

• “Plans are nothing; planning is everything!”
Dwight D. Eisenhower

“… the very definition of ‘emergency’ is that it is unexpected, therefore it is not 

going to happen the way you are planning

…if you haven't been planning you can't start to work, intelligently at least.

That is the reason it is so important to plan, to keep yourselves steeped in the 

character of the problem that you may one day be called upon to solve--or to help 

to solve.”



Develop a playbook, vet it (and practice 

it), to avoid missteps, delays, and 

confusion.

• Put a crisis communications plan in place before you need one, so the 

team knows what to do if something unexpected happens. 

• A crisis plan includes company protocols, addresses information flow, 

names a company spokesperson and outlines how and if you will 

communicate with the media.



Crises could range from:

– weather events, 

– illness outbreaks, 

– high profile accidents or injuries, 

– elopements, 

– allegations of abuse or neglect.



Practice for an incident
• Prepare a process, assign roles 

• Develop checklists for aspects of the response and 

resources you might need

• Have an “exercise control team” run a table top exercise

– FUN! (role players make it realistic)

– Team building

– Develop some muscle memory for the real thing.



Develop a Response Book

• Have the numbers and names of first calls

• Have team members’ contact information 

and roles 

• checklists



Line up Resources

• There are industry checklists to borrow 

– Cyber hacking event

– Active shooter event

– Insurance policy reporting requirements



CISA website







e.g. ConnectTeam’s version…



Press Inquiries



Lay the groundwork in advance

• Cultivate pre-vetted, pre-approved 

relationships in advance with a PR firm, 

Cyber expert, legal counsel, restoration 

specialists.

• “Reputation repair services” can monitor 

your online profile and address any 

damaging information.



Practice for press inquiries

• Assign a designated spokesperson

• help your managers establish protocols for 

reporting and updating

• designate duties 

• … then practice the plans in mock 

emergency drills.



The New Hampshire Privacy Act
RSA 507-G 

Kevin M. O’Shea, Esquire 
Chair, Privacy Data Protection, and Cyber Liability Practice



The Legal Landscape

• On March 7, 2024, Governor Chris Sununu: 

– Signed SB255-FN

– An Act relative to the expectation of privacy into law

– Codified as RSA 507-H

– Effective Date: January 1, 2025



The Legal Landscape

• There is no comprehensive federal privacy statute. 

• There are sectoral federal privacy statutes

– Gramm-Leach-Bliley Act (GLBA) 

• “governs the treatment of nonpublic personal information about 

consumers by financial institutions.”

– Health Insurance Portability and Accountability Act (HIPAA)



The Legal Landscape

• Some states have made efforts to create state privacy 

statutes similar to California’s Consumer Privacy Act 

(“CCPA”). 

– New Hampshire’s statute in part mirrors the basis of Connecticut’s 

statute; interesting, NH is significantly smaller than other states 

with existing statutes.

– Maine is currently considering its own Data Privacy and Protection 

Act, which has been described as the “the strongest data privacy 

law in the nation” if passed.



Thresholds

• This chapter applies to persons that conduct business in this state or persons 

that produce products or services that are targeted to residents of this state 

that 

– (a) controlled or processed the personal data of not less than 100,000 

consumers, excluding personal data controlled or processed solely for the 

purpose of completing a payment transaction; or 

– (b) controlled or processed the personal data of not less than 25,000 

consumers and derived more than 25 percent of their gross revenue from 

the sale of personal data.



Consumers & Personal Data

• "Consumer" means an individual who is a resident of New Hampshire.  

• "Personal data" means any information that is linked or reasonably 

linkable to an identified or identifiable individual.  "Personal data" does 

not include de-identified data or publicly available information.

– Examples: personal identifiable information (PII) 

– Names, phone numbers, addresses, DOB, SSN, email address, location, 

identification card numbers, IP address, physical descriptors

– NB: the statue does not define what exact information is "linked or reasonably 
linkable to an identified or identifiable individual." 

• Arguably, that is vague language and likely could lead to violations because of ambiguity.



Controllers & Processors

• Controller: 

– Legal entity (incorporated partnerships/associations or public 

authority) or individual (sole trader, partner in an un-incorporated 

partnership) e.g. Could be a hospital or a health care facility, if an 

entity controls the purpose and means of processing of the data 

• Processor: 

– It acts on behalf of the controller and serve the controller’s 

interests (company; consultant) e.g. mail house, marketer, on-line 

targeted mailings



Controllers & Processors

– Example

• A company wants to host a special deal for members and uses a third 

party to send out advertising to their membership, the third party is 

acting on behalf of the company to send the deal to membership by 

email, mail, etc. 

• If a health care facility asked a third-party advertising company to mail 

marketing materials to folks on a list they created, 

• The health care facility is the controller and the advertising agency is 

the processor.

– Controllers make the decisions and processors do the actions



Who is Exempt?
• Body, authority, board, bureau, commission, district or agency of 

New Hampshire or any political subdivision of New Hampshire

• New Hampshire non-profit organizations

• New Hampshire Institution of Higher Education

• National Securities Association that is registered under 15 U.S.C. 

section 78o-3 of the Securities Exchange Act of 1934, as 

amended

• Financial institution or data subject to Title V of the Gramm-

Leach-Bliley Act, 15 U.S.C. 6801 et seq.; or

• A covered entity or business associate, as defined in 45 C.F.R. 

160.103(b)



What is Exempt?

• Protected health information under HIPAA, unless de-identifed

• Patient-identifying information 

• Identifiable private information that is otherwise information 

collected as part of human subjects research pursuant to the 

good clinical practice or personal data used or shared in

• Information and documents created for purposes of the Health 

Care Quality Improvement Act of 1986 

• Patient safety work product for purposes of the Patient Safety and 

Quality Improvement Act



What (else) is Exempt?

• The collection, maintenance, disclosure, sale,

communication or use of any personal

information under the Fair Credit Reporting Act.

• Personal data collected, processed, sold or

disclosed in relation to price, route or service, as

such terms are used in the Airline Deregulation

Act



More that is Exempt…

•Collecting, using, distributing, etc. personal

data outside the scope of HIPAA:
• Patient emails/phone numbers

• Patient addresses

• Collecting data on which patients have

government benefits/VA benefits

• Any data is used for targeted ads









How Can Sulloway Help?

• Privacy Audit for State and Fed Programs

• Drafting/Compliance of Privacy Policies

• Drafting/Compliance of Forms

• Handle/Advise Requests from Consumers

• Handle/Advise Inquiries from Reguators

• Partner with Technical Vendors



Private Equity Funding 

Litigation

Christopher Pyles, Esquire
Co-Chair, Labor & Employment practice group



Is TPLF a four letter word?

• What is it?

• Why should I care?

• How should I respond?



TPLF – Third Party Litigation 

Funding Is …

• A process where third parties underwrite 

legal claims in exchange for a cut of the 

proceeds; 

• A growing investment market for hedge 

funds and private equity firms; and

• A burgeoning multi-billion dollar industry.



Employers should be concerned 

because litigation funded by outside 

investors will probably …

• Incentive more lawsuits;

• Increase costs of discovery; and,

• Impact mediation and verdict values.



What is the legal landscape for 

TPLF?

• Maine and New Hampshire;

• Other states; and,

• Federal action.



How can Sulloway Help?

• Educate employers;

• Encourage engagement and lobbying; and,

• Mitigate litigation risks through trainings and 

advice.



Whistle-Blowers &

Qui-Tam Relators, 

in 10 minutes or less!

Robert L. Best, Esquire 
Chair, Business Law Practice Group



What (who) is a Whistle-Blower?

• What information does a whistle blower report?

• Who do they report it to?

• What happens next?

• How does a whistle-blower gain advantage by 
reporting information?



Employee discipline in the 

whistle-blower context

• Can you fire a whistle-blower?

• What if their performance warrants it?

• What if business conditions warrant it?

• What if you go out of business?



What is a Qui Tam Relator?

• Are they employees, patients, members of the 
public?

• Are they whistle blowers?

• What do they get out of making a report about 
your organization?



What are the take-home lessons? 

• How do you protect your organization from the 
impact of Whistle-blowers?

• What about protection from QuiTam cases?



63

- Questions?

- How Can Sulloway Help?
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